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1. Introduction 
 

The purpose of this notice is to provide information on the processing of personal data carried 

out by the USI Sport Service as part of its activities to promote personal well -being and to 

promote experiences of social and cultural value.  

 

Based on the existing service contract between SUPSI and USI, this notice also extends to 

SUPSI students, employees, alumni and members who decide to make use of the USI Sport 

Service. 

 

2. Data Controller 
This notice is provided by USI-Università della Svizzera italiana, Italiana with registered office 

in Via Buffi 13, 6900 Lugano, Svizzera, as Data Controller.  

The Data Controller can be contacted by writing to the registered office address, calling +41 

58 666 40 00 or sending an email to: info@usi.ch. 

The dedicated data protection team can be contacted directly at: privacy@usi.ch. 

For the management of the services offered by USI Sport, USI uses MyWellness platform by 

Technogym, which is the Autonomous Data Controller according to the purposes described in 

the Technogym Privacy Policy (external link). 

If the user, in order to obtain a personalised experience, decides to share and/or transmit 

additional personal data (e.g. photos, data related to the user’s workouts, data related to heath, 

geolocation, …) using the tools made available by Technogym (e.g application of the 

smartphone, badge reader, …), such data will be managed by Technogym, but they will be 

accessible by USI Spot operators within the scope of the offered services, who will process 

them in accordance with the principles of the rules applicable to USI activity.  

. 

3. Purpose of processing, legal basis, type 
of personal data and retention period 
The provision of personal data is mandatory in order to establish the association with USI 

Sport; such provision is a necessary requirement and its absence implies the impossibility of 

using the related services. 

 

Purpose of 
processing 

Legal basis Type of personal data  Retention period 

Data transfer to 
Technogym for 
MyWellness 
account creation 
and verification of 
any existing 
account for the 
same user within 
the platform 

Service 
delivery to the 
user 

Personal details: first 
name, last name, date of 
birth, gender, email, 
user’s university card 
number, user type (e.g. 
student, staff, …) 

Data related to students 
will be retained within the 
information system 
considering the obligation 
of storage required by the 
current regulations (for the 
data retention period of 
Technogym, please refer to 

mailto:info@usi.ch
mailto:privacy@usi.ch
https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
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Daily verification of 
the user status  

Contractual 
obligation with 
the service 
provider 

User’s university card 
number and status 
(active or inactive) 

the Technogym Privacy 
Policy). 
 
Data related to the staff will 
be retained within the 
information system for the 
period of the contract and, 
thereafter, in compliance 
with retention obligation for 
tax purposes or for other 
purposes requested by 
legal regulations. 
 
 
Regarding the retention 
period set by Technogym, 
please refer to the 
Technogym Privacy 
Policy). 
 

Management of 
enrollments to 
Gym and courses, 
gadget and 
clothing purchase, 
classes and 
specific events 
organized by the 
service  

Service 
delivery to the 
user 

Personal details (first 
name, surname, date of 
birth, gender, email) 
 
Weight, height 
 
 

The cancellation of the 
Technogym account can 
be requested at any time.  
 
Regarding the retention 
period established by 
Technogym, please refer to 
the Technogym Privacy 
Policy). 
 

Management of 
payments made 
by the user 

Service 
delivery to the 
user 

Name, surname, 
outcome of the 
transaction 
 

To enable the purchase of 
USI Sport 
products/services through 
the MyWellness platform, 
USI uses Stripe online 
payment platform.  
 
Regarding the data 
collected, its purpose and 
the respective retention 
period established by 
Stripe, please refer to the 
Stripe privacy policy.  
 

Consultation of 
data collected 
through 
MyWellness by 
USI Sport 
employees 
 

Service 
delivery to the 
user 

Data related to physical 
characteristics, including 
weight, height, and other 
body measurements, 
collected directly from the 
user or through other 
connected devices, such 
as sensors installed on 
Technogym equipment or 
though connected 
personal scales;  
 
Workout performance 
data provided by the user 
or generated through the 
Platform (time, duration, 
distance, location, calorie 
and step counts); 
 
survey about personal 
goals and interests 

The cancellation of the 
Technogym account can 
be requested at any time in 
the manner outlined in the 
respective Technogym 
Privacy Policy. 
 
Restrictions on access by 
USI Sport employees can 
be requested by writing to 
privacy@usi.ch. 
 
 

https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
https://stripe.com/en-ch/privacy
https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
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Data needed to rescrict 
access to USI Sport 
contributor(s) 
 
 

Informational 
communications to 
all members of the 
university 
community about 
activities offered 
by the USI Sport 
Service 
  

Consent Mail Communication made 
through the MyWellness 
application, users can 
immediately revoke their 
consent in the related 
section of the MyWellness 
account 
 

Newsletter to all 
members of the 
University 
community about 
the activities 
offered by USI 
Sport Service 
 

Consent Mail Users can immediately 
revoke their consent by 
clicking on the appropriate 
“Unsubscribe” button within 
the newsletter 
 

 

For all processing purposes carried out by Technogym, please refer to the Technogym Privacy 

Policy (external link). 

4. Recipients to whom personal data are 

disclosed 
In order to guarantee the services already mentioned and in compliance with the relative 

purposes, USI will transmit the data to Technogym S.p.A., with registered office in via 

Calcinaro, 2861 -47521 Cesena (FC), Italy, which will process them as Data Processor and, 

alternatively, as Autonomous Data Controller; the information indicated in the relative 

Technogym Privacy Policy (external link) applies. 

Regarding the handling of payments, USI Sport entrusts the operation to the Stripe online 

payment platform. For further information about data processing carried out by Stripe please 

refer to the Stripe privacy policy. 

5. Data Subject rights 
Each data subject may exercise, in particular: 

• Right of access: to request from the data controller whether personal data concerning 

him or her are being processed. If a processing operation is in progress, the data 

subject may obtain access to the personal data processed; 

• Right to portability: to require that personal data concerning him or her that he or she 

has communicated to the data controller be delivered to him or her in a customary 

electronic format; 

• Right to rectification: to demand that personal data concerning him or her, if they are 

inaccurate or incomplete, be properly amended; 

• Right to erasure: to demand that personal data concerning him or her be immediately 

erased (unless such erasure in any away contravenes applicable law);  

https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
https://www.mywellness.com/cloud/Terms/Privacy?language=en-GB
https://stripe.com/en-ch/privacy
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• Right to restriction of processing: to demand the restriction of processing by the data 

controller; 

• Right to withdraw consent: to withdraw consent to the processing of personal data for 

one or more purposes. Such revocation will not affect the processing carried out up to 

that point but will take effect from the time of revocation of the consent;  

• Right to destruction: to demand that personal data concerning him or her be destroyed 

The exercise of the data subject’s rights is, as a rule, free of charge, unless the burden is 

disproportionate.  

Exercise may be restricted or refused only when overriding public or private interests so 

require. 

 

To exercise the above rights, data subjects may write an email to privacy@usi.ch  

 

Last updated: 09.05.2023 
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